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What are research 
data? 
Data used as primary sources 
to support research/scientific 
inquiry/creative practice
Almost anything that is 
analyzable!
• Text

• Numbers

• Symbols

• Images

• Films

• Video

• Sound recordings

• Pictorial reproductions

• Drawings

• Diagrams

• Algorithms



Is your data at risk?

• In a few years will you remember all the details of your research 
(e.g., variable names, response options, coding)?

• Would someone else understand it? (e.g., collaborator, 
supervisor, new researcher)

• Fast forward 5 years: can you find and re-use your data?
• What happens when you graduate, move positions, retire?
• If you lost your data, how much work would that be? Can you even 

recollect it (e.g., special events)???









Predicted probability that 
the data were extant 
(either ‘‘shared’’ or ‘‘exist’’)

Vines, T. H., Albert, A. Y. K., Andrew, R. L., Débarre, F., Bock, D. G., 
Franklin, M. T., Gilbert, K. J., Moore, J.-S., Renaut, S., & Rennison, D. J. 
(2014). The availability of research data declines rapidly with article 
age. Current Biology, 24(1), 94–97. 
https://doi.org/10.1016/j.cub.2013.11.014



What is RDM?

• Research data management (RDM)—processes applied through 
the lifecycle of a research project to guide the collection, 
documentation, storage, sharing and preservation of research 
data

• RDM is essential throughout the data lifecycle—from data 
creation, processing, analysis, preservation, storage, to sharing 
and reuse (where appropriate), at which point the cycle begins 
again



Why should you care about RDM?

• RDM enables researchers to organize, store, access, reuse and 
build upon digital research data

• RDM is essential to Canadian researchers’ capacity to securely 
preserve and use their research data throughout their research 
projects, reuse their data over the course of their careers and, 
when appropriate, share their data

• RDM is a component of research excellence, strong RDM 
practices support researchers in achieving scientific rigor and 
enable collaboration in their fields



Fictitious Case 
Study for SoE
• Graduate student at 

UWindsor researching 
watersheds

• Collects terabytes of raster and 
vector images using GIS

• Image files (raster)
• Software GIS shapefiles 

(ArcGIS, vector)
• Spreadsheets
• Text files



Fictitious Case 
Study for SoE
• Data stored in a few places

• Image files (10+ TB) on lab 
computers and external HDs

• Smaller files (20GB) on personal 
laptop and institutional OneDrive

• Data is not documented 
consistently

• Data is not backed up
• Data was not archived
• Data is by request access



Fictitious Case 
Study for SoE
• There is a flood in SoE and the 

external hard drives are 
damaged leading to significant 
data loss

• Faced with recollecting data 
over the course of many years

• Finish and publish based on 
incomplete dataset



Better Practices

Make a plan for your data

Organize and document your data consistently

Store and backup your data securely

Prepare your data for archiving and sharing



Make a plan for your data (DMP)

• Create a DMP (Data Management Plan) from as soon as you have 
your project idea (avoid problems before they happen)

• DMP is your plan for how you will create, store, organize, 
document, secure, preserve and share your research data

• Both for active phases of research as well as for addressing post 
completion

• Living document (adapt and change through out project)
• Requirements from grant funding agencies (Tri Agencies, 2021)



Making a plan for your data
https://dmp-pgd.ca/

https://dmp-pgd.ca/


DMP Assistant
● Bilingual tool
● Available to all researchers in Canada
● Setup as a wizard to step through all questions for managing your 

research data
● Templates for different types of research
● DMPs vary across disciplines, types of data, different methodologies
● Exportable plans
● Make as complete as possible (Tri Agencies don’t evaluate for grant 

acceptance right now)
● 200+ samples (search by funder, discipline, location)



DMP Assistant



DMP Assistant

Templates



DMP Assistant

Templates



DMP 
Assistant
Template for UWindsor



DMP 
Assistant
Public DMPs



DMP Tool 
(U.S.)
Public DMPs
https://dmptool.org/ 

https://dmptool.org/


DMP ONLINE (UK) • https://dmponline.dcc.ac.uk/public_plans?page=ALL

https://dmponline.dcc.ac.uk/public_plans?page=ALL


Organizing and documenting data 

• Projects can mean the creation of hundreds of 
data files

• A year from now can you identify variable labels?
• Would you be clear on the methodology used 

about when/where/how the data were 
collected?

• Do you know where you stored the scripting 
code needed to re-run your analysis?



Organizing and documenting data 

• Short descriptive file names 
• Simple file hierarchy 
• Easier to navigate and locate files
• Document file names for all team members
• Be consistent



Organizing and documenting data
• Make organizing files and folders a habit so you can readily know 

where things go
• File organization can include:

• By project

• By researcher

• By [experiment/study] 

• By date

• Combination of above such as year->project



Organizing and documenting data 
• Naming files descriptively, consistently and in a standardized way will help make 

your data easier to understand, share and archive
• File naming: include date, project name, short description, researcher 

initials, version number, and other metadata (e.g., location)

• 2024_01_31_GLIER_Watershed_Guidelines_UWstaff_JK_v01.docx

• Make sure it is YYYYMMDD versus MMDDYYYY as computers sort by YYYYMMD

• GLIER (Great Lakes Institute for Environmental Research) [short unique identifier]

• Use _ [underscore] as delimiter; avoid spaces between words and these 
special characters: & , * % # * ( ) ! @ $ ^ ~ ‘ { } [ ] ? < > – [different systems use 
different characters differently]



Organizing and 
documenting data

• Once you have your organizational schema/naming 
system, document it in a text READme.txt file so that 
the entire research team knows

• README: A simple text document (.txt) which 
describes project information, folder hierarchy, file 
organization and description of essential file 
contents

• Data dictionary: A document for structured tabular 
data which describes variable names and labels 
(including definitions and exact questions asked, 
response options[1=agree], record layout [structure 
of data, specifying the order, type, and length of each 
field]

• Codebooks: Often includes a data dictionary but 
also includes survey methodology (weighting, 
missing values, data quality, cell suppression, 
sampling method, data reliability issues) 

• Statistics Canada (aka, ‘’Documentation and User 
Guide’’) E.g., 2021 Census Individuals PUMF User 
Guide.pdf

https://borealisdata.ca/api/access/datafile/659669
https://borealisdata.ca/api/access/datafile/659669


Organizing and documenting data 
• Core elements of a README.txt file, include:

• Researcher contact information
• Use license for your data 
• Goal of your research
• Data collection methods (sample, instruments)
• File structure 
• File naming conventions
• Quality assurance work (e.g. how you made sure the data is good 

quality)



Organizing and documenting data
• A file format is a way to encode information within a computer 

file so that it can be recognized by an application and accessed
• This is indicated by the file name extension (e.g. .txt, .doc, .jpg, 

.mov). 
• Allows a computer to recognize that a document contains text or 

that a file should be processed as a video 
• File formats are essential for data storage and preservation. 
• Software and data storage technology changes quickly, and 

files can easily become obsolete or difficult to access
• Recommended that data files are copied to new media every 2-5 

years, especially if technology changes



Organizing and documenting data
• Using open file formats (e.g., .Rdata, .Rds versus 

.sav, .dta .sas)
• Open file formats can increase ability to open 

and read files in the future
• Open file formats can be used by anyone
• Standardized, well documented, commonly 

used, uncompressed
• Makes data usable and accessible to more 

researchers sooner
• Opensource software communities can ensure 

that data stored in these file formats remain 
accessible over the long term



Organizing and documenting data
• Proprietary File Formats work only with software provided by the company that 

produces them
• Not freely available
• When software is no longer supported, files in that format are typically unreadable
• Some research disciplines and industries treat a specific proprietary file format as a de 

facto standard which you may wish to follow
• Industry may be more convenient to use
• Can archive both open and proprietary
• Recommended:

• Databases: XML, CSV
• E-Books: EPUB
• Images: JPG, PNG, PDF, TIFF, BMP
• Sound: MP3, FLAC
• Text: TXT, CSV, PDF/A, ASCII, UTF-8
• Video: MPG, MOV, AVI
• Spreadsheets: CSV
• Medical Images: DICOM



Organizing and documenting data
• Each file type such as text, images, or sound has 

many file formats available (e.g., JPEG, TIFF, PNG, GIF, 
PSD, EPS, AI, RAW)

• File quality is a large part of the file format decision
• High resolution will be larger than 
• lower quality file formats
• Cost of storage space 
• Disseminating the file to others (convenience)



Secure storage and backup

Data Loss
Device theft
Device loss

Hardware & software failures
Accidental damage

Natural disasters
Human error 

IT Security
Viruses, malware, ransomware

Redisclosure risk



Secure 
storage and 

backup



Secure active storage and backup

• 3-2-1 Back Up Rule (at least 3 copies!)

• 3 copies of your data (at minimum)

• 2 copies on-hand (easily accessible) on different systems (e.g., 
internal/external HD and secure campus drive) [working and backup copy]

• 1 copy in another location (off site with trusted service provider – e.g., 
institutional OneDrive)



Secure active 
storage and backup

• Include metadata and README 
files in your data backups

• Campuses will have IT solutions 
to help you

• UWindsor: 
https://leddy.uwindsor.ca/rdm
/storage-security 

https://leddy.uwindsor.ca/rdm/storage-security
https://leddy.uwindsor.ca/rdm/storage-security


Secure 
active 
storage and 
backup



Secure storage and 
backup

• Free cloud services such as Dropbox and Google 
Drive are not recommended and most ethics 
boards and granting agencies prohibit them from 
research data sharing or storage

• Use a secure environment to share selected 
research data with individuals and/or groups [data 
transfer is important too!] 

• Keep data secure during all phases of your 
research project

• Ensure that all computer hard drives (and other 
devices such as USB keys and flash drives) 
are encrypted to prevent unauthorized 
access to information



Secure storage and 
backup

• Encryption – process of transforming 
information so that it is only readable to a 
person with the correct authorization

• On personal machine use full disk 
encryption (iOS: FileVault; Windows: 
Bitlocker or ‘’device encryption’’)

• Especially important if you are collecting 
and/or working with sensitive data that 
would create harm if released openly – e.g., 
personally identifiable information and 
personal health information

• Use strong passwords (strong [vs too 
simple], unique, secret, all devices, monitor 
changes in password)



Data sharing and archiving

Data sharing: open and free data 
sharing supports as well as 

restricted use:

transparency, accessibility, 
reproducibility and replicability, new 

collaboration, maximizing impact 
and visibility of research, sharing 

with community partners, and 
prevents over researching 

communities

Data as ‘’public good” – Federal 
funding requirements

Data archiving: ensures your 
research data remains accessible 

and useable  (to you and others) for 
the long term





Data Sharing 
and Archiving

In March 2021, the Canadian Institutes of Health Research, the 
Natural Sciences and Engineering Research Council of Canada, and 
the Social Sciences and Humanities Research Council of 
Canada announced the launch of the Tri-Agency Research Data 
Management Policy (the Policy).

https://www.sshrc-crsh.gc.ca/news_room-salle_de_presse/latest_news-nouvelles_recentes/2021/research_data_management_policy-politique_sur_la_gestion_des_donnees_de_recherche-eng.aspx
http://science.gc.ca/eic/site/063.nsf/eng/h_97610.html
http://science.gc.ca/eic/site/063.nsf/eng/h_97610.html


Data sharing and 
archiving

Institutional strategies: By March 1, 2023, research institutions 
subject to this requirement must post their RDM strategies and 
notify the agencies when they have been completed.
Data management plans: By spring 2022, the agencies will identify 
the initial set of funding opportunities subject to the DMP 
requirement. The agencies will pilot the DMP requirement in 
targeted funding opportunities before this date.
Data deposit: After reviewing the institutional strategies and in line 
with the readiness of the Canadian research community, the 
agencies will phase in the deposit requirement.

• CIHR-funded researchers: Since January 1, 2008, 
recipients of CIHR funding have had to comply with the 
limited data deposit requirements included in the Tri-
Agency Open Access Policy on Publications. They must 
continue to comply with these requirements, which are 
specific to bioinformatics, atomic, and molecular 
coordinate data.



Data sharing and archiving
CIHR: Network Grants in Skin Health and Muscular Dystrophy; Data Science for 
Equity; Virtual Care/Digital Health Team Grants (launch Fall 2022, application 
deadline Winter 2023)

NSERC: Subatomic Physics Discovery Grants (Individual and Project, 2023)

SSHRC: Partnership Grants Phase 2 (2023)



Data sharing and 
archiving

• Efforts to make research results open and reproducible are increasingly reflected 
by journal policies encouraging or mandating authors to provide data availability 
statements.

• In 2018 93.7% of 21,793 PLOS articles and 88.2% of 31,956 BMC articles had data 
availability statements. Data availability statements containing a link to data in a 
repository—rather than being available on request—are a fraction of the total. In 
2017 and 2018, 20.8% of PLOS publications and 12.2% of BMC publications 
provided DAS containing a link to data in a repository.

• Publications in PLOS and BMC with open data had up to a 25% higher citation 
impact vs. those not sharing data

• Journals with higher impact factors are more likely to have data sharing policies



Data sharing and archiving
Journals encouraging data sharing and include data availability statements:



Data sharing 
and archiving

• Journals encouraging data sharing and include 
data availability statements:



Data sharing and archiving Journals encouraging data sharing and 
include data availability statements:



Data sharing 
and archiving



Data sharing and archiving
• Depositing data into a research data repository is a good way to 

ensure data will be accessible over the long term:

• Assignment of DOIs

• Long term storage infrastructure

• Sufficient metadata (study and variable-level) to allow for discovery for re-
use

• Control access (embargoes, sensitive data encryption)



Data sharing and archiving

Domain-specific – e.g., genomic, astrophysics

General repositories –e.g., Alliance’s Borealis & FRDR

Code repositories –e.g., Github and Gitlab

Use a repository finder such as DataCite or re3data



Data sharing and 
archiving

https://borealisdata.ca/datave
rse/windsor

https://borealisdata.ca/dataverse/windsor
https://borealisdata.ca/dataverse/windsor


Data sharing 
and archiving
• https://borealisdata.ca/d
ataverse/windsor

https://borealisdata.ca/dataverse/windsor
https://borealisdata.ca/dataverse/windsor


Data sharing and archiving

https://www.frdr-
dfdr.ca/repo/ 

Intended for long term preservation of larger 
datasets. 1TB of repository storage is 
available to all faculty members at Canadian 
post-secondary institutions. Some key features 
include:
• Fast and efficient data upload and download for large 

datasets through Globus File Transfer, as well as web 
browser transfers for smaller datasets

• DOI registration for datasets provides a persistent identifier 
that can be used for data citation

• Support for multiple authentication providers, including 
Compute Canada, ORCID, and a growing list of Canadian 
postsecondary institutions

• Optional embargoes on data and metadata records
• Allows multiple people to collaborate on a submission
• Secure repository storage for a minimum of 10 years 

after deposit
• Regular backups and geographically distributed storage

for research data
• Additional storage may be provided upon request.

https://www.frdr-dfdr.ca/repo/
https://www.frdr-dfdr.ca/repo/


Data 
sharing 
and 
archiving
https://www.re3data.org/

https://www.re3data.org/


Data sharing 
and archiving
• https://www.re3data.org
/

https://www.re3data.org/
https://www.re3data.org/


Data sharing 
and archiving
• https://www.re3data.org
/

https://www.re3data.org/
https://www.re3data.org/


https://leddy.uwindsor.ca/rdm 

https://leddy.uwindsor.ca/key-service-areas/rdm


Training and 
Events
https://leddy.uwindsor.ca/rdm
/training-events 

https://leddy.uwindsor.ca/rdm/training-events
https://leddy.uwindsor.ca/rdm/training-events
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